April 2023

Core Services

Standard Backup, File Sharing and Notarization - pay as you go
Essential Security and Management - included for free

Acronis Cyber Protect Cloud

SECURITY MANAGEMENT BACKUP (PAY-AS-YOU-GO)

* #CyberFit Score * Group management * File backup

* Vulnerability assessment of workloads * Image backup

+ Active protection * Centralized plans * Applications backup

* Antivirus and anti-malware management * Network shares backup
protection without local * Remote desktop * Backup to cloud storage
signature-based * Remote assistance * Backup to local storage
detection * Hardware inventory

+ Device control DISASTER RECOVERY

* Test failover
NOTARY A * Cloud-only VPN connection
(PAY-AS-YOU-GO)
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FILE SYNC AND SHARE

Workload (PAY-AS-YOU-GO)
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Advanced Packs

Endpoint Security, Backup, Monitoring & Management, Data Loss Prevention
Disaster Recovery, Email Security, File Sync & Share with Notarization

A

* Coming soon

ADVANCED
MANAGEMENT i1
ADVANCED . m?g;n;gemem ADVANCED BACKUP .u1
SECURITY il - Software inventory * Microsoft SQL
* Anfivirus and anti-malware - Fail safe patching Server and Microsoff
protection with local - Cyber scripting Exchange clusters
signature-based detection - Toolbox for MSP* * Oracle DB
* URL filtering + Machine intelligence * SAPHANA
» Forensic backup, scan based moniforing + Data Protection Map
backups for malware, safe - Software deployment* + Continuous Data Protection
recovery, corporate allowlist * MySQL/MeriaDB backup

+ Off-host data
NEW processing ADVANCED
ADVANCED DATA DISASTER RECOVERY .ul

LOSS PREVENTION .11 x * * Production
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Acronis Cyber Protect Cloud

* Smart protection plans
* Exploit prevention

« User activity monitoring* VPN connections
Y ) « Mulfiple remplafes

« Cyber Protected
Disaster Recovery
* Runbooks

ADVANCED

EMAIL SECURITY .l
* Anti-phishing ADVANCED FILE

* Anti-spam protection SYNC AND SHARE.I

* Anti-malware « Notarization

* APT and zero-day profection and eSignature

+ Impression (BEC) protection A - Document templates*
* Attachments deep scanning = On-premises

* URL filtering P U confent repositories
* Threat intelligence (NAS, SharePoint)*
* Incident response Workload * Backup of sync

services and share files*



