YSoft SafeQ 5 SR9 - Release notes

**What's new**

* SafeQ Client for Mac v 4.2 has been released. This version adds support for Arabic, Hebrew and Swedish language and also supports for the latest Mac OS 10.10 GM 2 Preview.
* The MPS server is now able to run even if the SMTP server is not defined in the SafeQ configuration. It is possible to access the SafeQ web interface without re-entering login details using Central Authentication Service (CAS).
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**What's new**

* The YSoft Payment System allows to define Terms & Conditions displayed to the end users by the Payment Gateway during the recharging flow. This allows our customers to match Payment Gateway compliance requirements that usually require user to sign Terms & Conditions before payment is processed.
* SafeQ Client v 2.20 has been released. The new version adds the option to disable the price estimation popup window. Information about the configuration can be found here.
* Newest OpenSSL libraries containing fix for the so called Poodlebleed vulnerability has been implemented.

**Fixes**

* The characters supported in Billing Codes created via web administration are also supported in Billing Codes imported via CSV import.
* Results of Embedded Terminal mass re-installation are displayed correctly in the YSoft SafeQ web interface.
* Fixed issue that prevented the embedded terminal to be reinstalled from an ORS that was previously restarted.
* Fixed issue with device re-installation after the IP address of the device has been changed. Fixed issue that allowed to release a print job to the printer and print it even though the Rule Based Engine rule is defined to reject the jo
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**Fixes**

* Terminal Professional correctly displays preview of a job from ORS.
* Mobil Print Server web interface no longer generates different MD5 hash of the password for the newly registered users than the SafeQ web. This caused the users to be unable to log in.
* Devices created from a template via CSV replicator now have a correct price lists define (from the template).
* Fixed issue that on specific conditions prevented the Terminal tab to be displayed when editing a device, even thought the license was sufficient.
* Fixed issue causing the licenses for devices with Reporting were not displayed correctly on the web interface for some license module combinations.
* YSoft SafeQ Embedded Terminal for Xerox: Fixed prevented the Embedded Terminal from being correctly installed in case Accounting was not selected for the installation.
* YSoft SafeQ Embedded Terminal for OKI: Scanning from feeder has been fixed.
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**Fixes**

* YSoft SafeQ Embedded Terminal for Xerox: Fixed issue that prevented the embedded terminal to be installed in case the devices address was specified as fully qualified domain name.
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**What's new**

* YSoft SafeQ Payment System: It is now possible to export generated vouchers into a word template that allows to print all generated vouchers at once.
* YSoft SafeQ Embedded Terminal for Xerox: The embedded terminal installation process has been improved. During the installation the SSL is now automatically set, security certificate is created (if missing) and the device features can be locked depending on the selected Authentication mode (To each application/To device).
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**What's new**

* YSoft Payment System now contains timeout that logs out users after period of inactivity.
* YSoft Payment System now shows customer balance and debt in YSoft Wallet and Payment Gateway deposits.
* YSoft Payment System allows to export administrative reports to CSV file.

**Fixes**

* YSoft Payment System: Fixed issue that balance notifications reacted to personal balance only and ignored possible virtual balances of user.
* YSoft SafeQ: Fixed issue with duplication of cost centers when using LDAP replicator full replication and specific conditions are met.
* YSoft SafeQ: Fixed issue with Single Sign-on functionality preventing internal users from logging in after manual log out.
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**What's new**

* YSoft SafeQ Embedded Terminal for Xerox: The configuration of accounting is now automated during the embedded terminal installation process.

**Fixes**

* When updating CML, it is necessary to manually update the server.xml file to get rid of the SSL
* FREAK vulnerability (CVE-2015-0204): For https connector, update protocol and add SSLCipherSuite as described in the article Configuring SSL for Web interface.
* YSoft Mobile Print Server: Fixed issue with converting images in the main html body.
* YSoft SafeQ: Fixed issue with replication of terminal accesses by unassigned card from ORS server to CML server
* YSoft SafeQ Embedded Terminal for Xerox: Fixed issue with correct color mode output of "auto" color mode in scanning workflow.