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1   MAINTENANCE UPDATE 86 (11/13/2020)

What's new

Direct queue printing is not blocked with a payment system which was previously deactivated on the 

CML web interface. (SBT-1917)

Internal Tomcat web server was updated to version 7.0.103 which mitigates the CVE-2020-13935 

vulnerability. (SBT-1909)

User replication for LDAP source no longer duplicates organization units (OU) when they exist in 

more than one LDAP source. (SBT-1897)

CML update with built in PostgreSQL is able to correctly detect and update CML server. (SBT-1850)

YSoft SAFEQ Client for macOS 4.16 has been notarized. (SBT-1797)

Embedded Terminal for Lexmark is able to restrict access to functions blocked for a user group. 

(SBT-1683)

Xerox Versalink devices correctly process print jobs with &,< or > characters in XCPT headers. (SBT-

669)

Warning:

Due to a Java platform change, a direct update from YSoft SafeQ 5 MU48 and lower, to YSoft SafeQ 5 

MU70 and higher, is NOT supported. Installations with YSoft SafeQ 5 MU48 and lower should be updated to 

YSoft SafeQ 5 MU69 first. Then an update to the latest release can proceed.

Due to a Tomcat configuration improvement, it is recommended to manually update the   when server.xml

updating from YSoft SafeQ 5 MU79 and lower. Update Tomcat's server.xml as described in the article "

".Configuring SSL/TLS for Web interface
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