
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

1 Fixes and Improvements 2 

1.1 Product extensions (formerly known as customizations) 3 

 



 

 

An administrator is no longer able to create device groups with the same name in the management 

interface. The device group name must now be unique within one device group parent. Users now see the 

parent hierarchy when selecting the device parent group. (SBT-335) 

Auto-generated database password is better protected against a brute-force attack. Randomly generated 

passwords use better randomization. (SBT-60) 

The /CFG:noUpdateLocations parameter for silent installation of client application has been added into the 

installer. (SBT-1142) 

The messaging port, (default 5556), is closed by default for new installations. (SBT-170) 

List items no longer overlap on the management interface when opening a device bulk action dialogue such 

as Print QR Codes, Reinstall or Uninstall. (SBT-1137) 

A default list of management interface ciphers was updated for all new installations. It is suggested to 

compare the new system default with the existing configuration. Read more in the article, "Configuring 

SSL/TLS for Management web interface". (SBT-1041) 

Improvement of the LDAP replication has been made so that deactivated objects in the database (users, 

groups, organization units) are kept in memory and their processing has been optimized. (SBT-1031) 

The FlexiSpooler service can start when job replication is enabled but replicationSharedFolder configuration 

is empty. If replicationSharedFolder configuration is empty, the FlexiSpooler creates a record in the log file 

and will start without enabled job replication. (SBT-1123) 

A validation message is shown when an administrator saves a new scan workflow when the name length 

exceeds the character limit. (SBT-1125) 

Fixed the IPP request which contained one attribute group twice. (SBT-1143) 

ABBYY SDK installer no longer has a security vulnerability with the associated service "ABBYY SDK 11 Runtime 

License Service - Licensing Service".  The installer now restricts 'write access' for user group Everyone so an 

attacker cannot replace this service with a malicious payload. (SBT-1027) 

  



 

1.1 PRODUCT EXTENSIONS (FORMERLY KNOWN AS CUSTOMIZATIONS) 

Customers who use YSoft SafeQ extensions should contact their Y Soft RSM or Customer Support 

Services for compatibility verification with the new Build. We recommend testing all extensions before 

applying a Build update into a production environment. 

You can find additional information on Partner Portal: https://portal.ysoft.com/products/ysoft-

safeq/extensions-store 

No items. 

 

 

 

https://portal.ysoft.com/products/ysoft-safeq/extensions-store
https://portal.ysoft.com/products/ysoft-safeq/extensions-store

